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Abstract 
The Internet can be depicted as the communication network that interfaces people to data while The 

Internet of Things (IoT) is an interconnected arrangement of unmistakably address capable actual 

things with different levels of handling, detecting, and incitation capacities that share the ability to 

interoperate and convey through the Internet as their joint platform. Along these lines, the fundamental 

goal of the Internet of Things is to make it feasible for objects to be associated with different items, 

people, whenever or anyplace utilizing any organization, way or administration. The Internet of Things 

(IoT) is progressively being viewed as the resulting stage in the Internet development. IoT will make it 

feasible for normal gadgets to be connected to the internet to accomplish incalculable different 

objectives. As of now, an expected number of just 0.6% of gadgets that can be essential for IoT has 

been associated up until this point. Nonetheless, continuously 2020, almost certainly, more than 50 

billion gadgets will have an internet connection. 
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Introduction 
Internet of Things includes gathering and overseeing gigantic volumes of information from a 

quick advancing organization of gadgets and sensors. In ordinary operating conditions, IOT 

hubs may speak with one another with a focal entryway to interface them to the Internet. All 

the actual article has its own computerized characters and faculties the climate around them 

and speaks with one another.  

Communication among hubs in this exploration, singular hubs are utilized to detect the 

climate and send the yield to a processor through wired or remote communication. The 

processor imparts the necessary sign to a driver circuit which thus provides order to the last 

control component. In IOT all the gadgets including the control unit is associated with each 

other through Wi-Fi and conveys on the Internet Protocol variant 4 (or) 6 (IPv4 (or) IPv6.  

Internet implies interconnected organizations. It is an arrangement of interconnected PC 

networks that utilizes the standard internet protocol suit. You can say internet associates 

assets worldwide.  

In our everyday life, how would we use internet? We predominantly do WhatsApp, 

Facebook, quora, and so forth implies we use internet to associate with others. You can call 

this as INTERNET OF HUMANS.  

In the comparable manner when internet is utilized to associate gadgets, vehicles, home 

machines and so forth, it is called internet of things. It includes broadening internet network 

past standard gadgets like PCs, androids to any scope of non-internet empowered actual 

gadgets and regular articles. Installed with innovation these gadgets can convey and interface 

over the Internet, and they can be distantly observed and controlled 

 

IOT works with its 4 fundamental components 

1. Sensors: It gathers the information from general climate. Gathered information can go 

from basic temperature observing to complex video feed. A gadget can have numerous 

sensors. Instances of sensors are GPS, camera, mouthpiece, temperature sensors and so 

forth It likewise changes over some actual marvels into an electrical motivation. 

2. Connectivity: Next that gathered information is shipped off cloud utilizing mode of 

transport. So, sensors are associated with the cloud through different mechanism of 

communication like Wi-Fi, satellite networks, blue tooth, wide zone networks, and so 

forth. 
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3. Data processing: gathered information gets to the 

cloud, the product performs handling on the gained 

information. This can go from something extremely 

straightforward, for example, checking temperature 

readings on devices to exceptionally complex thing, for 

example, distinguishing objects. 

4. User interface: Then, data is made accessible to end 

clients. This can be accomplished by informing them 

through cautions, text, messages. On the off chance that 

two devices are associated, actuators are utilized. 

 

In IOT network one thing may have the two sensors and 

actuator or both processor and actuator or the two sensors 

and processor or everything independently. 

Instances of IOT are brilliant home, Google map, climate 

application, driverless vehicles, and so on  

Internet of Things (IoT) The internet of things is an 

organization of the actual devices and these actual devices 

can be in any way similar to your Television, Refrigerator, 

Air conditioner, vehicle and so on for certain sensors and 

actuators in them which assist them with speaking with one 

another and share specific data. The IoT permits you to 

control 'things' distantly inside your organization or from 

any piece of the world with the assistance of internet. 

"Things", in the IoT sense, can allude to a wide assortment 

of devices, for example, heart observing inserts, bio chip 

transponders on livestock, cameras streaming live feeds of 

wild creatures in beach front waters, cars with worked in 

sensors, DNA examination devices for natural/food/ 

microorganism checking, or field activity devices that help 

firemen in hunt and salvage tasks. Lawful researchers 

propose in regards to "things" as an "inseparable 

combination of equipment, programming, information and 

administration". These devices gather information with the 

assistance of sensors and actuators and afterward 

independently stream that information between the devices. 

 

Sensors: Sensors sense - in other words they go about as the 

eyes and ears of your gadget, and identify changes in the 

climate around them, giving data to a processor, MCU or 

other framework to respond to. In logical terms they are 

utilized to recognize any sort of energy and convert it to 

electrical energy. Model DHT11 (Temperature and 

Humidity sensor), LDR (Light sensor) and so forth. 

 

Actuators: An actuator is a segment of a machine that is 

answerable for moving and controlling a mechanism or 

system, for instance by opening a valve. In straightforward 

terms, it is a "mover". An actuator requires a control signal 

and a wellspring of energy. The control signal is generally 

low energy and might be electric voltage or flow, pneumatic 

or water driven pressing factor, or even human force. Its 

principle fuel source might be an electric flow, water driven 

liquid pressing factor, or pneumatic pressing factor. At the 

point when it gets a control signal, an actuator reacts by 

changing over the sign's energy into mechanical movement. 

Another vital term is TRANSDUCERS. 

 

Transducers in straightforward words are the devices 

which are utilized to change over one type of energy into 

another type of energy 

 

Microcontroller: A microcontroller is a PC present in a 

solitary incorporated circuit which is committed to perform 

one undertaking and execute one explicit application. It 

contains memory, programmable info/yield peripherals also 

a processor. 

 

Microprocessor: Microprocessor, any of a sort of small-

scale electronic gadget that contains the number juggling, 

rationale, and control hardware important to play out the 

elements of a computerized PC's focal preparing unit. 

Basically, this sort of incorporated circuit can decipher and 

execute program guidelines just as handle number-

crunching tasks.  

Internet of Everything is a tremendous term or simply one 

more name for the Internet of things, that alludes to the 

assortment of shopper items that are associated with the 

Internet to share their information to each other. 

 

1. Mobile Development 
With the expanding utilization of portable from gaming to 

shopping, abilities are popular. As indicated by Statista, the 

worldwide versatile populace expanded to 4 billion clients, 

this is the greater part of the total populace of the clients that 

utilization a portable. The utilization of portable proceeds to 

develop and increment, so it very well may be a decent an 

ideal opportunity to put resources into creating abilities in 

versatile. The primary portable improvement abilities are 

Android and iOS. 

 

2. Artificial Intelligence 
Artificial Intelligence has been around for quite a while; in 

any case, it is as yet arising and developing. It's required to 

change the manner in which humans speak with the 

computerized world. Keeping steady over these patterns and 

contributing abilities inside Artificial intelligence will help 

you handle a part in this field. 

 

3. Python 
Python is quite possibly the most mainstream and pursued 

programming dialects today. Python empowers engineers to 

work in the absolute most well-known developing tech 

patterns like versatile and Artificial Intelligence. Abilities 

expected to turn into a Python Developer join aptitude in 

Core Python, the experience of web structure and logical 

abilities. 

 

4. Data Science 
Organizations are in consistent quest for understanding their 

information, and all things considered, there has been an 

expanding interest for information researchers. A portion of 

the abilities generally wanted by bosses in an information 

researcher job incorporate programming abilities, 

measurements, machine learning, information fighting, 

information instinct, and computer programming. 

 

5. Cyber security 
Cyber security is as yet perhaps the greatest test for 

organizations, everything being equal, as they put 

vigorously to ensure they are ensured. A 9.4% increment in 

spending on cyber security from 2018 to 2020 is normal. In 

this way, the time had come to begin searching for a task in 

cyber security. 

 

6. Cloud/Amazon Web Services 
The interest for qualified experts in this field proceeds to 

develop and along these lines it is required to be one of the 
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high sought after tech abilities for 2020. Amazon Web 

Services (AWS) is perhaps the greatest name in cloud 

administrations, so organizations will require gifted people 

to establish applications inside the climate. 

 

7. Block chain 
The interest for Block chain Engineers has ascended by 

517% in the previous year, making it one of the top tech 

abilities for 2020. Square chain Engineers are likewise being 

granted tremendous compensation parcels, which decide 

how much abilities inside Block chain are esteemed. 

 

8. Virtual Reality 
The universe of computer-generated reality is an arising 

area, which keeps on filling in 2020. The requests 

competitors with augmented reality abilities have expanded 

37% in the most recent year. On the off chance that you are 

hoping to grow new IT and tech abilities, consider VR 

abilities incorporating planning and creating with 3D 

displaying programming, programming, and designs 

programming. 

 

9. IT Support 
IT Support applicants are constantly sought after, as 

organizations, everything being equal, will need the help of 

an IT Support trained professional. There are various 

approaches to get into IT Support, and you can do this 

without a degree. In the event that you have not been to 

college or don't intend to be later on, at that point you ought 

to consider putting time in getting abilities like Linux and 

Cisco. 

 

10. Internet 
IT, by and large, can be truly serious for competitors; one of 

the fields inside IT is more, which has space for 

significantly more designers. IoT is yet one of the creating 

areas in the tech world. 

 

Enabling Technologies 

1. Identification and Tracking: RFID as a result of the 

capacity of RFID can be utilized in item following. 

There are some identified with it for example impact, 

obstructions, security insurance, guidelines, and 

joining. 

2. Integration of WSN and RFID: Incorporation of 

numerous advances like WSN, Communication, 

Networks, RFID and so forth make IoT more helpful to 

the business, medical care, dynamic, savvy city or keen 

recovery centre systems.  

3. Communications: Various devices of various 

determination convey through organization.  

4. Networks: different remote lattice networks, specially 

appointed networks, or cross layer protocols for remote 

networks exist.  

5. Service Management: To meet the necessities of the 

clients, the executives for usage of administrations is 

required. 

6. Security and Privacy: fundamental for privacy, 

confirmation and accessibility of condition of 

craftsmanship administrations. 

 

Applications domain  

The Applications of the IoT are various and broadened on 

the whole territories of consistently life of individuals which 

comprehensively covers society, ventures, and climate. All 

the IoT applications grew so far goes under these three wide 

territories as demonstrated in Table According to Internet of 

Things Strategic Research Agenda (SRA) during 2010, 6 or 

more application areas were recognized that are keen 

energy, keen wellbeing, shrewd structures, keen transport, 

savvy living and keen urban communities. As per the study 

that the IoT-I project ran during 2010 IoT application 

situations were distinguished and assembled in to 14 areas, 

which are Transportation, Smart Home, Smart City, 

Lifestyle, Retail, Agriculture, Smart Factory, Supply chain, 

Emergency, Health care, User collaboration, Culture and the 

travel industry, Environment and Energy. A portion of the 

IoT applications are momentarily clarified in next coming 

sections 

 

Objectives of the Study  

1. Study on Applications domain  

2. Study on IOT works with its fundamental components. 

 

Review of literature  

Yang Li and Ke Zhang (2010) [13] introduced the qualities 

just as favorable circumstances of ZigBee innovation. They 

additionally examined the system for equipment and 

programming plan. This system can be material for far off 

checking in any conditions like combustible and hazardous 

in nature. 

Mario Di Francesco et al. (2011) [3] propose cross-layer 

structure for energy-effective information and dependable 

assortment in remote sensor networks dependent on the 

IEEE 802.15.4/ZigBee principles. The structure adjusts an 

energy-mindful module that catches the dependability 

prerequisites and designs the MAC layer self-governingly 

dependent on the traffic conditions and the organization 

geography to diminish the force utilization. 

Qing-Ling Liu and Duk-Hwan Oh (2012) [11] states that they 

have built up a Primary-Scout Multi-Robot System 

(PSMRS) which is utilized to assess the effectiveness of 

multi-jump transmission and the information bundles are 

conveyed in a questionable and underground lab climate. 

Boyina et al. (2012) [12] have examined the variable 

boundaries and the CAN protocols and these are utilized for 

the transmission and gathering reason alongside ZigBee. 

Looking at other remote systems, here information 

transmission rate will be higher. This is easy to understand 

application and can be accessible at the very least expense. 

AlfiyaShaikh (2012) [14] built up a multi work remote 

communication system utilizing ZigBee and Wi-Fi 

innovation. This system can accomplish remote 

communication, gas checking, video reconnaissance and 

faculty the executives and so on They have talked about the 

best working recurrence of the WSN in coalmine. After that 

as indicated by the genuine conditions of coal mineshaft, the 

organization design ought to consequently receive group 

tree geography. Functional data shows that the sort of 

communication system can fulfill wellbeing screen in the 

coal mineshaft burrow. 

Mukesh Kumar Thakur et al. (2013) [15] propose a unique 

finger impression security system dependent on Zigbee 

remote innovation. This system is planned dependent on 

unique finger impression of a client which is gotten by a 

finger impression sensor module and coordinating it with 

the client finger impression comparing to the data set 

subtleties and shows it on the PC screen. This system will 
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be a lot of valuable any place security is the primary 

concern. 

Yepeng Ni et al. (2013) [1] depicts the plan and execution of 

the entryway programming and equipment. The ZigBee 

protocol information and Wi-Fi protocol information change 

technique are presented and they have tackled the issue 

brought about by the two distinctive protocol transmission 

rates. At that point the presentation of the door is tried and it 

is steady and the WiFi–ZigBee entryway is totally 

appropriate for the necessities of the shrewd home. 

Sathya Narayanan and Gayathri (2013) [2] presents a shrewd 

home robotization system (IHAM) and they have built up 

the gadget utilizing PIC microcontroller with the ZigBee 

innovation, GSM network innovation and discourse 

acknowledgment procedure that can without much of a 

stretch control the home apparatus. This innovation is using 

low-power RF ZigBee remote modules for the robotization 

focuses on acknowledgment of voice orders. All lights and 

electrical machines in a home or office are constrained by 

utilizing voice orders chips with assistance of HM2007 chip 

Mrunalini P Moon (2014) [4] proposes self-pruning and 

forward hub choice calculations that are allocated the 

progressive location space in ZigBee organization. It needs 

one-bounce neighbor data and a piece of two-jump 

neighbors are determined without moving data between 

adjoining hubs. The ZigBee will send calculation for hub 

choice and finds the base rebroadcast hubs set. 

Junnaid Mohammad 2014 [8] The attention on this paper is 

to fabricate an Android platform based versatile application 

for the medical services space, which utilizes the possibility 

of Internet of Things (IoT) and cloud figuring. We have 

assembled an application called 'ECG Android App' which 

furnishes the end client with representation of their Electro 

Cardiogram (ECG) waves and information logging 

usefulness out of sight. The logged information can be 

transferred to the client's private brought together cloud or a 

particular clinical cloud, which tracks all the checked 

information and can be recovered for examination by the 

clinical work force. In spite of the fact that building a 

clinical application utilizing IoT and cloud procedures isn't 

absolutely new, there is an absence of experimental 

examinations in building such a system. This paper audits 

the central ideas of IoT. Further, the paper presents a 

framework for the medical services space, which comprises 

of different advances: IOIO microcontroller, signal 

handling, communication protocols, secure and productive 

mechanisms for enormous record move, information base 

administration system, and the concentrated cloud. The 

paper underlines on the system and programming 

engineering and plan which is crucial for generally IoT and 

cloud based clinical applications. The foundation introduced 

in the paper can likewise be applied to other medical care 

spaces. It closes with proposals and extensibilities found for 

the arrangement in the medical services space. 

Rajeev Alur, Emery Berger 2015 [10] The Internet was 

generally determined by data and thoughts produced by 

individuals, however propels in detecting and equipment 

have empowered PCs to all the more effectively notice the 

actual world. Coupling this extra layer of data with propels 

in machine learning brings emotional new capacities 

including the capacity to catch and handle huge measures of 

information; to foresee practices, exercises, and the future 

uncannyly; and to control the actual world accordingly. This 

pattern will essentially change how individuals associate 

with actual articles and the climate. Achievement in creating 

esteem added capacities around IoT requires an expansive 

methodology that remembers skill for detecting and 

equipment, machine learning, organized systems, human-PC 

collaboration, security, and protection. Techniques for 

making IoT functional and prodding its definitive selection 

likewise require a multifaceted methodology that regularly 

rises above innovation, for example, with worries over 

information security, protection, public arrangement, and 

administrative issues. In this paper we contend that current 

prescribed procedures in building hearty and secure systems 

are lacking to address the new difficulties that IoT systems 

will introduce. We give proposals in regards to interests in 

exploration regions that will help address deficiencies in 

existing systems, practices, apparatuses, and arrangements. 

The objective of this white paper is to think about the center 

programming, systems, and systems administration 

innovation shifts made by the IoT pattern and attempt to 

envision the significant difficulties such systems face as far 

as convenience, execution, security, and dependability. 

IoT Governance, Privacy and Security Issues 2015 [6] The 

Internet of Things (IoT) is an idea being progressively 

upheld by different partners and market influences. The 

thought is to interface different devices or items ("things") 

through remote and wired connections and interesting 

tending to schemes1 and establish an inescapable climate 

where an individual can collaborate whenever with the 

advanced world and actual world. It additionally envelops 

virtual items and, virtual machines having computerized 

credits and advancing characters. IoT opens new energizing 

freedoms yet additionally new inquiries on the association 

between the resident and organizations operating in the 

advanced world. A portion of these inquiries incorporate the 

catch, preparing and responsibility for information and the 

conceivable need to make new administrative or specialized 

systems to practice more power over a particularly 

enormous and complex climate while simultaneously trying 

not to present superfluous requirements to IoT market 

advancement. Different inquiries allude to access and 

impacts. These inquiries are identified with different angles: 

the administration, security and protection perspectives, 

which can't be isolated (in the assessment of the creators of 

this paper) from moral viewpoints. 

AbdelRahman H. Hussein 2019 [7] With the Internet of 

Things (IoT) steadily developing as the ensuing period of 

the advancement of the Internet, it gets urgent to perceive 

the different possible areas for utilization of IoT, and the 

exploration challenges that are related with these 

applications. Going from shrewd urban areas, to medical 

care, brilliant horticulture, co-ordinations and retail, to try 

and keen living and savvy conditions IoT is relied upon to 

invade into practically all parts of day by day life. Despite 

the fact that the current IoT empowering innovations have 

incredibly improved in the new years, there are as yet 

various issues that require consideration. Since the IoT idea 

results from heterogeneous innovations, many exploration 

challenges will undoubtedly emerge. The way that IoT is so 

extensive and influences for all intents and purposes all 

parts of our lives, makes it a critical examination point for 

concentrates in different related fields like data innovation 

and software engineering. In this way, IoT is preparing for 

new components of exploration to be completed. This paper 

presents the new improvement of IoT advances and talks 

about future applications and exploration challenges. 
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Friedemann Mattern and Christian Floerkemeier 2020 [5]. 

This paper examines the vision, the difficulties, conceivable 

utilization situations and mechanical structure squares of the 

"Internet of Things". Specifically, we consider RFID and 

other significant innovative advancements, for example, IP 

stacks and web workers for shrewd ordinary items. The 

paper closes with a conversation of social and 

administration gives that are probably going to emerge as 

the vision of the Internet of Things turns into a reality. 

Abhishek Khanna & Sanmeet Kaur 2020 [9] During late 

years, perhaps the most natural names scaling new statures 

and making a benchmark on the planet is the Internet of 

Things (IoT). It is for sure the eventual fate of 

communication that has changed things (objects) of this 

present reality into keen items. The utilitarian part of IoT is 

to join each protest of the world under one normal 

foundation; in such a way that humans not just can handle 

those articles; however, to give customary and convenient 

updates on the current status. IoT ideas were a few years 

prior and it may not be mistaken to cite that this term has 

become a benchmark for building up communication among 

objects. In setting to the current standings of IoT, a far-

reaching survey of writing has been embraced on different 

parts of IoT, i.e., innovations, applications, challenges, and 

so forth This paper assesses different commitments of 

analysts in various regions of applications. These papers 

were examined on different boundaries distinguished in 

every application domain. Besides, existing difficulties in 

these zones are featured. Future exploration bearings in the 

field of IoT have likewise been featured in the examination 

to prepare novel specialists around there to survey the 

current standings of IoT and to refine them with imaginative 

thoughts. 

 

Conclusion  

The IoT can best be depicted as a CAS (Complex Adaptive 

System) that will keep on advancing henceforth requiring 

new and inventive types of programming, systems 

designing, project the board, just as various different 

controls to create it further and oversee it the coming years. 

The application regions of IoT are very assorted to empower 

it to serve various clients, who thus have various 

requirements. The innovation serves three classifications of 

clients, people, the general public or networks and 

organizations. As talked about in the application part of this 

examination paper, the IoT has point of fact an enormous 

capacity to be a massively trans developmental power, 

which will, and somewhat does as of now, decidedly sway a 

great many lives around the world. As per, this has gotten 

much more obvious, as various governments around the 

globe have shown an interest in the IoT idea by giving more 

subsidizing in the field that is intended to encourage further 

exploration. 

 

References  

1. Yepeng Ni, Fang Miao, Jianbo Liu, Jianping Chai. 

Implementation of Wireless Gateway for Smart Home, 

Communications and Network 2013;5(1):16-20 

2. Sathya Narayanan V, Gayathri S. Design of Wireless 

Home automation and security system using PIC 

Microcontroller, International Journal of Computer 

Applications in Engineering Sciences 2013;3(1):135-

140 

3. Mario Di Francesco, Giuseppe Anastasi, Marco Conti, 

Sajal K Das, Vincenzo Neri. Reliability and Energy-

efficiency in IEEE 802.15.4/ZigBee Sensor Networks: 

An Adaptive and Cross-layer Approach, IEEE Journal 

on Selected Areas in Communications 2011;29(8):1-18 

4. Mrunalini P Moon. Approach of Data Broadcasting by 

Using Zigbee Network, International Journal of 

Advance Research in Computer Science and 

Management Studies 2014;2(11):102-109 

5. Friedemann Mattern, Christian Floerkemeier. From the 

Internet of Computers to the Internet of Things 

Distributed Systems Group, Institute for Pervasive 

Computing, 2020, ETH Zurich 

{mattern,floerkem}@inf.ethz.ch 

6. IoT Governance, Privacy and Security Issues. Internet 

of Things iCore, GAMBAS, BUTLER, 

CEN/CENELEC, ETSI, ISO, PROBE-IT, SPaCIoS, 

IoT@Work, COMPOSE, RERUM, Open IoT, IoT6, 

Value-Ageing, 2015. 

7. AbdelRahman H. Hussein. Internet of Things (IOT): 

Research Challenges and Future Applications 

(IJACSA) International Journal of Advanced Computer 

Science and Applications 2019; 10(6). 

8. Junnaid Mohammad. Internet of Things: Remote 

Patient Monitoring Using Web Services and Cloud 

Computing” 2014 IEEE International Conference on 

Internet of Things (iThings), and IEEE Green 

Computing and Communications (GreenCom) and 

IEEE Cyber, Physical and Social Computing 

(CPSCom) 2014. 

9. Abhishek Khanna, Sanmeet Kaur. Internet of Things 

(IoT), Applications and Challenges: A Comprehensive 

Review Wireless Personal Communications 

2020;114:1687-1762. 

10. Rajeev Alur, Emery Berger. Systems Computing 

Challenges in the Internet of Things. The Internet of 

Things: Mapping the Value Beyond the Hype, 

McKinsey Global Institute, 2015. 

http://www.mckinsey.com/insights/business_technolog

y/the_internet_of_things_the_value_of_digitizing_the_

physi cal_world 

11. Qing-Ling Liu, Duk-Hwan Oh. Performance Evaluation 

of Multi Hop Communication Based on a Mobile 

Multi-Robot System in a Subterranean Laneway, 

Journal of Information Processing Systems 

2012;8(3):471- 482 

12. Boyina S Rao, Deepa K, Abarna I, Arthika S, 

Hemavathi G, Mohanapriya D. Controller Area 

Network for Monitoring and Controlling the 

Environmental Parameters Using Zigbee 

Communication, International Journal of Advanced 

Engineering Technology 2012;3(2):34-36. 

13. Yang Li, Ke Zhang, Research on Application of ZigBee 

Technology in Flammable and Explosive Environment, 

Wireless Sensor Network 2010;1(1):467-471. 

14. AlfiyaShaikh. Hybrid Wireless Communication System 

Using ZigBee And Wi-Fi Technology in the Coalmine 

Tunnels, International Journal of Emerging 

Technologies in Computational and Applied Sciences 

2012;1(3):21-25. 

15. Mukesh Kumar Thakur, Ravi Shankar Kumar, Mohit 

Kumar, Raju Kumar. Wireless Fingerprint Based 

Security System Using Zigbee Technology, 

International Journal of Inventive Engineering and 

Sciences 2013;1(5):14-17. 

file://server/test/Electronics%20Engineering/Electronics%20Engineering/issue/1%20Vol/1%20issue/www.electrojournal.com

